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Data Privacy Statement 
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1. Responsible Body

2. Representative of Data 
Processing for the 
Responsible Body

3. Data Protection Officer

4. Legal Basis and Purposes

5. Data Categories

6. Recipients or Categories 
of Recipients

7. Third Party Transfer

8. Storage Duration/
Standard Periods for 

Erasure of the Data

We are hereby fulfilling our information obligation according to Art. 13/14 GDPR.

Personal data on your person are processed. The processing includes any 
form of collection, recording, organisation, ordering, storage, processing, adap-
tation, modification, restriction, disclosure by transmission, provision or use of 
personal data. Reading, querying, linking or comparing, through to erasing and 
destroying personal data fall under the term “processing” within the meaning 
of the European General Data Protection Regulation (GDPR).

KWB Kompetenzzentrum Wasser Berlin gGmbH, Grunewaldstraße 61-62,  
10825 Berlin

Tobias Evel; Address as above

Tobias Evel; Address as above

GDPR Article 6, Paragraph 1, a, b, f.
 ●  Invitations to events of Kompetenzzentrum Wasser Berlin, 

general information concerning Kompetenzzentrum Wasser 
Berlin, event-related letters of Kompetenzzentrum Wasser 
Berlin, newsletter mailing; distribution of annual report

Made known by you:
Name, company, address, telephone and fax numbers, email addresses, date of 
birth, gender, academic degree

Also collected by the KWB Kompetenzzentrum Wasser Berlin gGmbH:
Information on newsletter subscription, CRM information (e.g. creation date, 
letters, emails, requests, contact history)

Your data will be provided or disclosed exclusively to the person(s) responsible 
or processors.

Third party transfer does not take place.

Your data will be stored by us only for as long as is required to render the service 
to you. After this, these data will be erased if there are no other legal duties for 
the further retention of the data. Insofar as data are not affected hereby, they are 
erased, if the purposes mentioned under point 4 are not present or you revoke 
the use.
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9. Data Source Newsletter registrations, handing out business cards, requests by email as a 
contributor or interested party, appointment as data protection officer or person 
responsible, stakeholder events, contact form, application management



10. Automatic Decision 
Making

11. Rights of the Data 
Subject  

(information, revocation 
and erasure rights)

Profiling does not take place.

Irrespective of the above statements, you may object to the use of your data at 
any time and revoke any granted consent to use your data at any time. You may 
also arrange for the data collected and stored by us to be rectified, locked or 
erased at any time. We would expressly point out that there may be legal obliga-
tions to continue to store data. In this case, the data can only be locked. From
25/5/2018, you also have the right to data portability according to Art. 20 GDPR 
and the right to complain to a supervisory authority within the meaning of Art. 77 
GDPR. If you revoke your consent to data processing or object to the use of the 
data, this does not affect the legality of the data processing up to the time of 
revocation. You also have a right to know which data we store on you (informa-
tion right). The provision of your data is voluntary and has no consequences.
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